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ISS World Europe is the world’s largest gathering of 
Regional Law Enforcement, Intelligence and Homeland 
Security Analysts, Telecoms as well as Financial Crime 
Investigators responsible for Cyber Crime Investigation, 
Electronic Surveillance and Intelligence Gathering. 

ISS World Programs present the methodologies and 
tools for Law Enforcement, Public Safety, Government 
and Private Sector Intelligence Communities in the 
fight against drug trafficking, cyber money laundering, 
human trafficking, terrorism and other criminal 
activities conducted over today’s telecommunications 
network, the Internet and Social Media.

Track 1

Lawful Interception and Criminal 
Investigation Training

Track 2

LEA, Defense and Intelligence Analyst 
Product Presentations

Track 3

Social Network Monitoring, Artificial 
Intelligence and Analytics Product 
Training

Track 4

Threat Intelligence Gathering and Cyber 
Security Product Training

Track 5

Investigating DarkWeb, Bitcoin, Altcoin 
and Blockchain Transaction

Track 6

Mobile Signal Intercept Training and 
Product Presentations

Track 7

Electronic Surveillance Training and 
Product Presentations

Track 8

5G Lawful Intercept, Tracking and 
Forensics Product Training
Plus Special Training Seminars lead by Law 
Enforcement Officers and Ph.D. Scientists

ISS WORLD EUROPE 2025 AGENDA
Training Seminars Led by Law Enforcement 
Officers and Ph.D., Computer Scientists
20 classroom training hours, presented by Law 
Enforcement Officers and Ph.D. Scientists

• Charles Cohen, Vice President at NW3C, the 
National White Collar Crime Center, Professor in 
Practice Criminal Justice, Indiana University and
Retired Captain, Indiana State Police
(7 classroom hours)

• Mark Bentley, Communications Data Expert,
National Cyber Crime Law Enforcement, UK Police
(7 classroom hours)

• Jerry Lucas (Ph.D., Physics), President, 
TeleStrategies (1 classroom hours)

• Matthew Lucas (Ph.D., Computer Science), VP, 
TeleStrategies (3 classroom hours)

• Vladimir Vesely (Ph.D., Computer Science)
Researcher, Brno University of Technology
(3 classroom hours)

Tuesday, 3 June 2025
SEMINAR #1
08:30-15:05
Online Social Media and Internet 
Investigations
• Presented by:Charles Cohen, Vice President at 

NW3C, the National White Collar Crime Center,
Professor in Practice Criminal Justice, Indiana
University and Retired Captain, Indiana State Police

08:30-09:15
Proxies and VPNs: Identity Concealment 
and Location Obfuscation
09:30-10:15
Tor, Onion Routers, Deepnet, and 
Darknet: An Investigator’s Perspective
10:30-11:15
Tor, Onion Routers, Deepnet, and Darknet: 
A Deep Dive for Criminal Investigators
11:30-12:15
Cellular Handset Geolocation: Investigative 
Opportunities and Personal Security Risks
13:15-14:00
Ultra-Wideband Geolocation and 
Cyber OSINT
14:15-15:00
Collecting Evidence from Online Social 
Media: Building a Cyber-OSINT Toolbox

SEMINAR #2
08:30-15:05
The Cyber Investigators Essential 
Toolbox—Practitioners Guide to Internet 
Investigations
(THIS SEMINAR IS ONLY OPEN TO LEA AND 
GOVERNMENT ATTENDEES)

• Presented by: Mark Bentley, Communications Data 
Expert, National Cyber Crime Law Enforcement, 
UK Police

The aim of this 1-day seminar is to take the attendees 
from the basics of understanding the Internet, how 

to covertly discover live and deleted data, through 
to a full understanding of best practice of an Internet 
investigator, building their OSINT toolbox. Having 
awareness and knowledge of all the tools available to 
achieve this. It is aimed primarily at the investigator, 
delivered from the perspective of detective, to 
empower them to have the best methodology and 
tradecraft to profile and catch suspects.

This is exclusively Law Enforcement military and 
government only, as Practical examples, covert and 
investigative methodology and tradecraft will be given 
throughout the seminar. Free tools in every session. 
This seminar is not structural or theoretical practices 
and awareness. Its hands-on practical techniques. 

08:30-09:15
The Internet, and How Suspects Leave a 
Digital Footprint. How the System Works 
For Us, as Investigators
09:30-10:15
Recognizing Traffic Data and Digital 
Profiling Via Social Networks and 
Devices—Digital Shadows
10:30-11:15
WIFI, Geolocation, and Mobile Data 
Traces and Tracking
11:30-12:15
Exploiting and Circumnavigating Masking 
Tech (encro’s, VPN’s, TOR and proxies)
13:15-14:00
Advanced Techniques in Tracing 
Suspects, and Lateral Problem Solving
14:15-15:00
Open-Source Tools, Part 1
Resources, tradecraft and techniques—Before you use 
the tools you need to know the tools that enable you 
to be safe and how to hide… Part 2 on Thursday.

SEMINAR #3
08:30-09:20
Understanding Mobile 2G, 3G, 4G & 5G 
NSA Infrastructure and Law Intercept for 
Technical Investigators
This session addresses the infrastructure evolution of 
2G to 3G to 4G to 5G NSA and the impact on lawful 
interception. 

• Presented by: Dr. Jerry Lucas, President, 
TeleStrategies

SEMINAR #4
09:25-10:15
Understanding 5G Stand Alone NFV, Edge 
Computing and Network Slicing
• Presented by:  Matthew Lucas (Ph.D, Computer 

Science), VP, TeleStrategies
Cellular market analysts collectively have identified 5G 
services deployed in over 400 cities spread over 30 
or so countries. The one common feature of all these 
operations is that they are providing 5G services with a 
4G/5G hybrid network infrastructures or so called non-
Stand Alone (NSA) architecture. This session addresses 
the transition to 5G stand alone.
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ISS World Europe 
Exhibit Hours

Tuesday, 3 June 2025 
9:10 - 18:15 

Wednesday, 4 June 2025 
9:10 - 18:15 

Thursday, 5 June 2025 
8:30 - 15:00



SEMINAR #5
10:35-11:25
Understanding How AI Empowers ISS 
Products, LEAs and Intelligence Agencies
• Presented by: Matthew Lucas (Ph.D, Computer 

Science), VP, TeleStrategies

SEMINAR #6
11:30-12:20
Generative AI (e.g., ChatGPT): Hype Vs. 
Reality and Law Enforcement Friend or Foe
• Presented by: Matthew Lucas (Ph.D, Computer 

Science), VP, TeleStrategies

Thursday, 5 June 2025 
SEMINAR #7
13:00-14:00
Open Source Tools, Part 2. Top 20 FREE 
Open Source Tools (OSINT) Used in 
Cybercrime Investigations
(THIS SEMINAR IS ONLY OPEN TO LEA AND 
GOVERNMENT ATTENDEES)

• Presented by: Mark Bentley, Communications Data 
Expert, National Cyber Crime Law Enforcement,  
UK Police 

Wednesday, 4 June 2025 
8:15-8:30
Welcoming Remarks
• Tatiana Lucas, ISS World Program Director, 

TeleStrategies

8:30-9:00
Top Ten Internet Challenges Facing 
Law Enforcement and the Intelligence 
Community and Who at ISS World Europe 
Has Solutions
• Dr. Jerry Lucas, President, TeleStrategies 

Track 1

Lawful Interception and Criminal 
Investigation Training
This track is for Telecom Operators and Law 
Enforcement/Intelligence/Defense Analysts who 
are responsible for specifying or developing lawful 
intercept network infrastructure.

Tuesday, 3 June 2025
14:45-15:05
Simplifying Lawful Requests: How CSPs 
Can Automate, Secure and Speed Their 
Responses To Criminal Investigations
• Presented by Subtonomy

15:25-16:05 SESSION B
Accelerating Investigation Workflows 
With Specially Designed IT-Forensic 
Laboratories Incl. Cyfluene, Fake News 
and Campaign Detection 
• Presented by mh-service GmbH

16:10-17:00 SESSION A
ETSI/3GPP LI/LD Standards Update
• Martin Kissel, ETSI TC LI Chairman and Coordinator 

Lawful Interception, Telefónica Germany
• Carmine Rizzo, ETSI TC LI Technical Officer and 

3GPP SA3-LI Secretary, ETSI

16:10-17:00 SESSION B
Remove Unwanted Data (e.g. video, 
encrypted traffic, etc.) At N x 100 Gbps 
Using an Ultra-Compact Server
• Presented by Napatech

Wednesday, 4 June 2025
13:00-13:40
5G LI Technical Compliance Challenges 
From a Mobile Operator Industry 
Perspective
• Alex Leadbeater, Technical Security Director GSMA, 

Chair 3GPP SA3-LI / ETSI TC Cyber

13:45-14:30 SESSION A
Effortlessly Detecting Persons and Topics 
of Interest In Audio
• Presented by Phonexia

15:00-15:40 SESSION A
Analyzing Social Networks
BREVIS and OSINT Plugin for i2 Analyst Notebook. 
Analyze Social Networks – Twitter, Facebook, Linkedin, 
YouTube, VK, Instagram, TikTok, Telegram, WhatsApp 
and Pipl.

• Presented by MKCVI

15:00-15:40 SESSION B
Interception Challenges on VoLTE 
Network for LEA’s
• Serkan Altınışık, Vice Chairman of the Board, 

Interprobe

15:00-15:40 SESSION C
How To Detect Fake News
• Presented by Cyabra

15:00-15:40 SESSION D
Accelerate Forensic Voice Analysis With 
Advanced Speaker Recognition Solution
• Presented by Phonexia

Thursday, 5 June 2025 
9:15-10:00 SESSION A
Thou Shalt Wirelessly Intercept Your 
Neighbor: Leveraging Wifi and Bluetooth 
In Operative
• Vladimir Vesely (Ph.D., Computer Science) and Jan 

Pluskal, Researchers, Brno University of Technology

11:00-11:40 SESSION A
From Academia To Industry: Dealing With 
Cryptography In Real Life
• Özge Acar Küçük, Cryptography Managing Director, 

Interprobe

11:00-11:40 SESSION B
Understanding the Implications of Online 
Social Media and OSINT During Critical 
Incidents
• Charles Cohen, Vice President at NW3C, the 

National White Collar Crime Center, Professor in 
Practice Criminal Justice, Indiana University and 
Retired Captain, Indiana State Police

11:45-12:30 SESSION A
Trending Topics in Cryptocurrency 
Forensics
• Vladimir Vesely (Ph.D., Computer Science) and Jan 

Pluskal, Researchers, Brno University of Technology

Track 2

LEA, Defense and Intelligence Analyst 
Product Presentations
This track is only open to Law Enforcement, Public Safety 
and Government Intelligence Community Attendees.

Tuesday, 3 June 2025 
08:30-09:20 SESSION A
ESG and Munich Innovation Labs Presents a 
Crowd-Sourced Information Platform (CIP)
• Presented by ESG

09:25-10:15 SESSION A
Emerging Satellite Communication Trends 
and the Implications for Intelligence 
Gathering
• Presented by VASTech

09:25-10:15 SESSION B
From Data Deluge To Discovery: 
Leveraging AI To Accelerate Investigations 
• Sean Thibert (Product Manager, AI Solutions), JSI

09:25-10:15 SESSION C
Octostar: Introducing the Modern,  
App-Based Operating System For All-Int, 
All-Data Investigations
• Presented by Octostar

09:25-10:15 SESSION D
Enhancing Situational Awareness In 
Control Rooms
• Presented by Intersec

10:35-11:25 SESSION A
Discover the Cutting-Edge, All-Phone 
Compatible, Cost-Effective and 
Successful Agent
• Presented by Movia 

10:35-11:25 SESSION C
Supercharged IPDR Extraction and 
Analysis—Encrypted IP Applications and 
Advanced Internet Activity Analytics
• Presented by Trovicor Intelligence

11:30-12:20 SESSION B
Deriving Insights Through OTT-Encrypted 
Traffic
• Presented by Intersec

13:20-14:10 SESSION C
Challenges of Building the Broad 
Intelligence Picture
• Presented by Cognyte

14:15-15:05 SESSION B
AI Counter-Terrorism Platform for 
Effective Law Enforcement
• Presented by Vehere

15:25-16:05 SESSION A
Video Analyst - Neo Insight - Neo Collect
• Jamie Clarke, HTSC-Germany

15:25-16:05 SESSION B
Modernizing Digital Investigations: 
Automation and Data Enrichment for 
Efficient and Effective Case Resolution
• Meirav Gingold, Product Owner, Cellebrite

Intelligence Support Systems for  
Real-Time Threat Intelligence 
Gathering, Cyber Security and  
Cyber Crime Investigations
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15:25-16:05 SESSION C
Similar Trajectories & Hidden Connections 
Through Telecom Metadata
• Presented by Intersec

15:25-16:05 SESSION D
Password Cracking on FPGA Infrastructure
• Presented by SciEngines

16:10-17:00 SESSION A
AI Empowered Speech Technologies: 
Making Your Audio Searchable
• Jodie Lechapelain, Director, Vocapia Research

16:10-17:00 SESSION C
From Electronic Surveillance To 
Encrypted Communication Analysis 
Challenges, Solved With Integrated Cyber 
Intelligence Solutions
A structured case-study

• Presented by AREA

16:10-17:00 SESSION D
AI-Powered Metadata Analysis: Unearthing 
the Secrets Hidden In Digital Footprints
• Mitesh Vageriya, CEO, PertSol

16:10-17:00 Session E
CDRs of WhatsApp, Signal, Telegram, 
and Other Encrypted VoIP Messaging 
Applications
• Presented by ClearTrail

Wednesday, 4 June 2025
09:10-10:00 SESSION A
Kick Start Your Investigations With AI
• Adrian Barfield, Brand Technical Specialist, i2 Group

09:10-10:00 SESSION B
Special IT-Forensic Workflow Including 
Tactical and Covert Rapid On-Scene 
Triage and Acquisition
• Presented by mh-service GmbH and Detego Global

13:00-13:40 SESSION A
Drones and UAVs Redefining Tactical 
Intelligence
• Presented by Ateros

13:00-13:40 SESSION B
Forensic Content Derived Metadata 
With Powerful Data Fusion and Analysis 
Unleashes the Intelligence Hidden In the 
Encrypted Communications
Use cases and demonstration.

• Presented by AREA

13:00-13:40 SESSION C
Transformational Power of Graph Data For 
Law Enforcement Agencies: A Case Study
• Petr Matuska, Sales & Sales Engineering Lead, 

GraphAware

13:00-13:40 SESSION D
Emerging Satellite Communication Trends 
and the Implications For Intelligence 
Gathering
• Presented by VASTech

13:45-14:30 SESSION A
Traffic Summarization for LI: Correlating 
Carrier-Grade NAT (CGNAT) at Carrier 
Scale and Speed
• Presented by Packet Forensics 

13:45-14:30 SESSION B
Spyder Space: Revolutionize Your 
Investigative Processes With Our Cutting-
Edge Solution! Harnessing Data From 
Mobile Sources, We Optimize, Analyze, 
and Craft Powerful Insights!
• Presented by Movia

13:45-14:30 SESSION C
AI Powered Monitoring Centre of the 
Future 
• Jez Nelmes, Product Manager, BAE Systems Digital 

Intelligence  

13:45-14:30 SESSION D
From Data To Action: How Technology Is 
Revolutionizing Law Enforcement
• Presented by Cognyte

15:00-15:45 SESSION A
Intelligence-Led Policing In the 21st 
Century
• Presented by SS8 Networks

15:00-15:40 SESSION B
Smartwatches: Exploring Forensics 
Possibilities and Limitations of the Most 
Popular Wearables
• Presented by Compelson

15:45-16:25 SESSION A
Every Piece of Data Tells a Story—
Combine and Analyze Data From Any 
Source In Your Digital Investigation
• Mark Uldahl, CTO, XCI A/S 

15:45-16:25 SESSION B
De-Anonymization of Instant  
Messengers’ Users
• Presented by Prelysis

15:45-16:25 SESSION C
Unraveling JA3 and JA4+: Global 
Botnet Detection Via Encrypted Traffic 
Fingerprinting
• Mike Seidler, VP Product Management, NetQuest

16:30-17:15 SESSION A
Effective Photo and Video Investigations: 
From CCTV Enhancement and Analysis To 
Deepfake Detection In OSINT Media
• Presented by Amped Software 

16:30-17:15 SESSION C
How Lawful Interception Benefits From 
Traffic Filtering
• Presented by Group 2000 

16:30-17:15 Session E
From Data Hell To Knowledge Well: 
Turning Raw Internet Traffic To 
Investigative Intelligence
• Presented by RCS

Thursday, 5 June 2025
08:30-09:10 SESSION A
The Truth Behind AI: How To Tame GenAI 
For Accurate and Efficient Investigation?
• Dominik Regner, Martin Kovar, Cogniware

08:30-09:10 SESSION B
Data To Decision: Transforming Criminal 
Investigations With AI-Powered 
Predictive Analytics
• Gurjot Sandhu, CBO, PertSol

08:30-09:10 SESSION C
Generative AI-Led Federal Case Study: 
Intelligent Fusion
• Presented by ClearTrail

09:15-10:00 SESSION A
Harnessing Generative AI To Power the 
Next Generation of Digital Intelligence 
• Sean Thibert (Product Manager, AI Solutions), JSI

09:15-10:00 SESSION B
Accelerate Your Investigations With Multi-
Dimensional Multi-Source Analysis
• insights with speed and precision. Adrian Barfield, 

Brand Technical Specialist, i2 Group

09:15-10:00 SESSION C
A Single Platform To Manage All Requests 
From Law Enforcement Agencies (LEAs)
• Presented by Microtel Innovation 

11:00-11:40 SESSION A
Top 5 AI Trends Redefining Law 
Enforcement Investigations
• Presented by Cognyte

11:00-11:40 SESSION B
Using Situational Awareness and C2 Tools 
To Achieve Faster Decisions and Actions 
During Operations
• Presented by Drakontas LLC

11:45-12:30 SESSION A
Emerging Satellite Communication Trends 
and the Implications for Intelligence 
Gathering
• Presented by VASTech

11:45-12:30 SESSION B
Prison Crime Investigation: Real-World 
Insights From Implementing an  
AI-Powered Analytical System In a 
European Correctional Facility
• Tomas Tunega, Cogniware

11:45-12:30 SESSION C
Deep Network Visibility At International 
Scale Via Enriched Traffic Metadata: IPFIX 
For OTU4, STM64 and 100GbE Networks
• Mike Seidler, VP Product Management, NetQuest

11:45-12:30 SESSION D
Similar Trajectories & Hidden Connections 
Through Telecom Metadata  
• Presented by Intersec

13:00-13:40 SESSION A
Experience the Future of Raw IP Data 
Analysis for Actionable Intelligence
• Presented by ClearTrail with Mark Bentley,  

UK Police

13:00-13:40 SESSION B
Video Analyst - Neo Insight - Neo Collect
Collect. Recognise. Analyse. AI-Powered Video, Speech 
& Social Media Analytics

• Jamie Clarke, HTSC-Germany

Track 3

Social Network Monitoring,  
Artificial Intelligence and  
Analytics Product Training
Sessions in this track are only open to Law Enforcement, 
Public Safety and Government Intelligence Community 
Attendees, unless marked otherwise.

Tuesday, 3 June 2025
08:30-09:20 SESSION A
The Ultimate AI-Driven Intelligence 
To Monitor and Extract Meaningful 
Information From Social Media and 
Traditional Media Like TV and Radio To 
Improve National Security. A Live Demo.
• Presented by IPS

08:30-09:20 SESSION C
Automation Meets Intelligence
• Presented by Innosystec

09:25-10:15 SESSION A
WhatsApp, Telegram, Facebook…How IPS 
Helps You To Locate Most Wanted Targets 
With LI
• Presented by IPS 



09:25-10:15 SESSION B
trovicor’s Latest interception Innovations—
Speech Analysis, Encrypted IP Applications 
and Hyper Efficient Big Data Analytics
• Presented by Trovicor Intelligence

10:35-11:25
Big Data Fusion Driving Seamless Digital 
Operations Transformation
• Presented by RAKIA Group

13:20-14:10 SESSION A
Gaining Knowledge From Mass Data
• Presented by Innosystec

13:20-14:10 SESSION B
Give a Hand To Your Investigator: a 
Synthetic Analyst
• Presented by RCS

14:15-14:40 SESSION B
Automatic Exploitation of Social 
Network, Deep and Dark Web To 
Complement Traditional Lawful 
Interception Infrastructure For  
Target Profiling
• Presented by IPS

14:40-15:05 SESSION B
Maritime Threats Prediction, Detection 
and Monitoring With Revolutionary 
Fusion Intelligence Platform. A Real  
Use-Case.
• Presented by IPS

15:25-16:05 SESSION C
Introducing CoAnalyst Platform: 
Revolutionizing Digital Intelligence With 
Generative AI
• Presented by PenLink Cobwebs

16:10-17:00 SESSION A
Illuminating the Shadows: Harnessing 
OSINT In the Age of Live Streaming and 
Unconventional Platforms
• Presented by Cognyte

Wednesday, 4 June 2025
9:10-10:00 SESSION A
Location & Open Source Intelligence: Real 
Life Case Studies & Live Demonstration
• Presented by PenLink Cobwebs

9:10-10:00 SESSION B
Data Awareness—Powered by Web-IQ
• Presented by Web-IQ 

13:00-13:40 SESSION A
Digital Intelligence Supercharged: OSINT 
and Digital Forensics Investigations With 
CoAnalyst Generative AI Platform
• Presented by PenLink Cobwebs

13:45-14:30 SESSION B
Breaking Data Silos. Taking Action. 
• Presented by Innosystec

15:00-15:40 SESSION A
LightSabre: Ultra-Portable Fibre Optics 
Links Interception and Monitoring System
• Presented by ClearTrail

16:30-17:15 SESSION A
Leveraging OSINT 0-days To Investigate a 
Person of Interest
• Sylvain HAJRI, Epieos

Thursday, 5 June 2025
08:30-9:10 SESSION A
Our Cross Domain Solutions and What 
We Do For Classified C2 and Government 
Networks
• Presented by Arbit

08:30-09:10 SESSION D
Centralized 5G Ready Cyber-Intelligence 
AI Enabled Monitoring Centre To Support 
the Challenges of Lawful Interception and 
Electronic Surveillance
Hands on.

• Presented by AREA

09:15-10:00 SESSION A
The Battle of Antagonistic Narratives: 
the Role of AI In OSINT, StratCom and 
Narrative Intelligence For National Security
• Presented by Future Space 

11:00-11:40
Beyond Borders: Mastering Passenger 
Screening With Big Data Fusion
• Presented by RAKIA Group

11:00-11:40 SESSION D
Investigate, Prevent and Mitigate, Risks 
of Riots, Terrorism, and Crimes Through a 
Country-Wide Geo-Analytics AI
• Presented by Butterfly Effect 

11:45-12:30 SESSION A
Open Source Tools, Part 2. Top 20 FREE 
Open Source Tools (OSINT) Used In 
Cybercrime Investigations
(THIS SEMINAR IS RESTRICTED TO LEA, MILITARY, 
AND GOVERNMENT ATTENDEES. PHOTOS AND 
VIDEO RECORDING ARE PROHIBITED).

• Mark Bentley, Communications Data Expert, National 
Cyber Crime Law Enforcement,  UK Police

Track 4

Threat Intelligence Gathering and 
Cyber Security Product Training
This track is only open to Law Enforcement, Public 
Safety and Government Intelligence Community 
Attendees

Tuesday, 3 June 2025  
09:25-10:15 SESSION B
Harnessing Cyber Threat Intelligence for 
Advanced Law Enforcement Strategies
• Or Lev, VP of Sales Engineering, KELA 

Wednesday, 4 June 2025
9:10-10:00
Mastering the Digital Landscape: A Deep 
Dive into OSINT and Fusion Technology
• Presented by RAKIA Group

15:45-16:25
Combine DPI-based Traffic Visibility With 
Threat Detection Capabilities To Raise 
the Performance of Government Security 
Operations
• Nicolas Duteil, Senior Technical Account Manager, 

DPI & Traffic Intelligence, Enea Software

Thursday, 5 June 2025
13:00-13:40 SESSION B
Information Protection—Prevention 
Methods Against Illegal Recordings
• Alex Voloshyn - Senior Sales Representative, Prof. DR. 

ILIN SAVOV, LLM, PHD, DCS - Expert in Security and 
Surveillance Countermeasure, EO Security

Track 5

Investigating DarkWeb, Bitcoin, 
Altcoin and Blockchain Transaction
This track is for law enforcement and private enterprise 
investigators who have to monitor and investigate the 
DarkNet along with Bitcoin transactions associated 
with criminal activities

This track is only open to Law Enforcement, Public 
Safety and Government Intelligence Community 
Attendees.

Tuesday, 3 June 2025
13:20-14:10 SESSION A
Live Demonstration of DarkOwl Vision: 
Darknet Intelligence Discovery and 
Collection
• David Alley, CEO, DarkOWL FZE

Wednesday, 4 June 2025
15:00-15:40
Tracking the Lazarus Group Using 
Breadcrumbs, Live Demo
• Presented by Breadcrumbs

Thursday, 5 June 2025
13:00-13:40
From Dark Web Information to 
Nicknames, Phone Numbers and Emails 
To Real People
• Petr Vancl Hochberger, Head of Marketing and 

Business Development, TOVEK

Track 6

Mobile Signal Intercept Product 
Training and Presentations
This track is for Law Enforcement, Interior Security 
and the Government Intelligence Community who 
must work with cellular and mobile satellite operators 
regarding mobile location, electronic surveillance and 
RF intercept.

This track is only open to Law Enforcement, Public 
Safety and Government Intelligence Community 
Attendees.

Tuesday, 3 June 2025 
8:30-9:20 SESSION B
Understanding Mobile 2G, 3G, 4G and 
5G NSA Infrastructure, Intercept and 
Cryptography 
• Dr. Jerry Lucas, President, TeleStrategies

10:35-11:25
Detecting, Locating and Intercepting GSO 
& NGSO Transmitters
• Presented by Kratos

11:30-12:20
Evolutions and Revolutions In Satellite 
Interception Technology
• Presented by Rohde & Schwarz

13:20-14:10 SESSION A
Deep Dive Into STARINT—Where 
Millions of Cameras Are Using P2P To 
Communicate
• Presented by Interionet

15:25-16:05 SESSION A
Mitigating Current Mobile Device  
Security Threats
• Presented by Bittium



16:10-17:00
Securing Your Mobile World From 
Surveillance Threats. A Deep Dive Into 
Unmasking and Countering IMSI Catchers 
With Cutting-Edge Solutions
• Presented by NeoSoft

Wednesday, 4 June 2025 
9:10-9:30
One Compact System, Unlimited 
Capabilities: From Undercover Operations 
To Search & Rescue Missions
• Presented by Cognyte

9:30-10:00
Navigating the Evolving Challenges of  
5G Networks
• Presented by Cognyte

Track 7

Electronic Surveillance Training and 
Product Presentations
This track is for law enforcement investigators 
and the government intelligence community 
who are responsible for deploying video, audio 
and GPS surveillance products and only open to 
Law Enforcement, Public Safety and Government 
Intelligence Community Attendees. 

Wednesday, 4 June 2025 
13:00-13:40
Harnessing AI In Police Investigations:  
A Focus On Audio, Video, and GPS
• Presented by SIO

13:45-14:30 SESSION A
From Proven GPS Tracking System To 
Integrated Mobile Mission Control
• Presented by ProximaIT

13:45-14:30 SESSION B
New Microphone Array
• Peter Just, Squarehead Technology

15:00-15:40 SESSION A
Mastering Data Empowering Intelligence
• Presented by Elbit

15:45-16:25 SESSION A
QuipoEVO: New Features and New Use 
Case For Cy4Gate Decision Intelligence 
Platform
• Presented by CY4GATE S.p.A.

15:45-16:25 SESSION B
Electronic Surveillance Solutions To 
Investigate In the Field and Operate Form 
a Unified, AI Enabled, Centralized Cyber 
Intelligence Platform
Use cases and demonstration.

• Presented by AREA

15:45-16:25 SESSION C
How To Ensure the Security Of Mobile 
Communication? Use Radio Forensics To 
Monitor and Secure Mobile Networks In 
5G SA Technology
• Rafał Wołczyk, Presales Engineer, Vespereye 

16:30-17:15 SESSION A
Evolving Capabilities—Training and 
Equipping Special Forces
• Oli Smith, Providence

16:30-17:15 SESSION B
Updating Border Security Through 
Comprehensive Wireless Spectrum 
Operations
• Presented by Packet Forensics

Track 8

5G Lawful Interception Product 
Training
This track is only open to Law Enforcement, Public 
Safety and Government Intelligence Community 
Attendees.

Tuesday, 3 June 2025
9:25-10:15
Understanding 5G Stand Alone NFV,  
Edge Computing and Network Slicing
• Matthew Lucas (Ph.D, Computer Science), VP, 

TeleStrategies

13:20-14:10
Performing Successful Missions On 5G 
SA With Or Without Network Operator 
Assistance
• Presented by Octasic

14:15-15:05
Securing International Borders With 
Advanced Lawful and Location Intelligence
• Presented by SS8

15:25-16:05
Keep Using Your IMSI Catchers and 
Direction Finders In the 5G SA Era
• Presented by Group 2000

16:10-17:00
On the Way To Online Catching On 5G SA
• Presented by Rohde & Schwarz

Wednesday, 4 June 2025
09:10-10:00 SESSION B
Survival of IMSI-Catchers In 5G Networks
• Presented by Utimaco

13:00-13:40 SESSION A
POLIIICE 5G Standalone End To End LI 
Live Demo
• Chris Young, Product Manager, BAE Systems Digital 

Intelligence 

13:00-13:40 SESSION B
Survival Of IMSI-catchers In 5G Networks
• Presented by Utimaco

15:45-16:25
Performing Successful Missions On 5G 
SA With Or Without Network Operator 
Assistance
• Presented by Octasic

16:30-17:15
5G ID Resolution
• Presented by EXFO 

Thursday, 5 June 2025
08:30-09:10
Lawful Interception of IMS/VoLTE 
Roaming (S8HR)
• Presented by Utimaco

Law Enforcement/DHS/IC/DoD Registration*
ISS World Conference Training Tracks 1-8, 
Pre-Conference Seminars plus Exhibits ...............................$995
Registration after 3 May 2025 ............................................... $1,295

Telecommunications Service Provider or Private 
Enterprise Registration
ISS World Conference (Tracks 1 and 8), 
Pre-Conference Seminars and Exhibits ................................$995 
Registration after 3 May 2025 ............................................... $1,295

Vendor Registration
ISS World Conference (Tracks 1 and 8), 
Pre-Conference Seminars and Exhibits ................................$995
Registration after 3 May 2025 ............................................... $1,295

*Note: To Attend the LEA/DHS/IC/DoD Training Tracks 2, 3, 4, 5, 6 and 7  you must 
be a sworn law enforcement officer or military/intelligence/ government employee. 
Also you must register by 28 May 2025 in order to verify eligibility. Government 
photo ID required for classroom access.

Free Colleague Registration:  
Register as paid and you can invite a colleague to join you at ISS World Europe with 
a full, free conference pass. If you have not identified your guest at this time, just 
enter “guest of” followed by your name and complete with your contact information. 
You can register your guest at no charge at a later time.

Conference and Exhibitions: Clarion Congress Center 
To reserve a room at the early bird rate go to www. issworldtraining.com and select 
ISS World Europe 2025 or call 420 211 131 119 and reference ISS World 2025. Early 
bird rate will expire so secure your room early.

International Attendees:  
If you need Visa assistance to attend ISS World, please contact Tatiana Lucas at 
talucas@telestrategies.com

Conference by Invitation Only:  
To attend ISS World you must be a Private Enterprise Investigator, government 
employee, LEA or vendor with LI, surveillance or network products or services.  
If you have questions e-mail Tatiana Lucas at talucas@telestrategies.com.

Registration Information Save $300 by registering before 3 May 2025

Registration 

Phone: 1-703-734-7050
Fax: 1-703-734-9371

Online: www.issworldtraining.com 
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