
Session A Session B Session C Session D Session A Session B

Badge:

Room: AQUARIUS TAURUS STELLA ZODIAC
(Level 2) LEO VIRGO LOUNGE #18

(Level 4)
LOUNGE #16

(Level 4)
LOUNGE ROOM

(Level 2) STELLA STELLA QUADRANT

9:25-
10:15

11:30-
12:20

Track 2
LEA, Defense and Intelligence Analyst Product Presentations

(LEA and Government Attendees Only)
Track 1

Lawful Interception 
and Criminal 
Investigation 

Training

12:20-13:20 LUNCH BREAK Sponsored by: 

10:35-
11:25

Understanding 
How AI Empowers 

ISS Products, 
LEAs and 

Intelligence 
Agencies

TeleStrategies

8:30-
9:20

Proxies and VPNs: 
Identity 

Concealment and 
Location 

Obfuscation

Understanding 
Mobile 2G, 3G, 4G 

& 5G NSA 
Infrastructure, 
Intercept and 

Technical 
Investigations

TeleStrategies

Big Data Fusion 
Driving Seamless 
Digital Operations 

Transformation
RAKIA Group

10:15-10:35 Coffee Break

Tor, onion routers, 
Deepnet, and 
Darknet: An 

Investigator's 
Perspective

Transitioning to 5G 
Stand Alone, NFV, 
Edge Computing 

and Network 
Slicing

TeleStrategies

Harnessing Cyber 
Threat Intelligence 
for Advanced Law 

Enforcement 
Strategies

KELA

Accelerating 
Justice with 
Cellebrite 
Inseyets 

Cellebrite

Link analysis in 
2024: how to find 

intelligence in 
connected data

Cambridge 
Intelligence

ISS World Europe 2024 Agenda At A Glance
Tuesday 4 June 2024 - Morning Training Seminars (AM)

9:20 - 9:25  Coffee Break
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The ultimate AI-driven 
Intelligence to monitor 
and extract meaningful 
information from Social 
Media and Traditional 

Media like TV and 
Radio to improve 

national security. A live 
demo.

IPS

Understanding 
Network 

Infrastructure for 
Technical 

Investigators
Presented by

Dr. Jerry Lucas, 
President,

Dr. Matthew Lucas, 
Vice President, 
TeleStrategies

The Internet, and 
how suspects 
leave a Digital 

Footprint. How the 
system works for 

us, as 
investigators

Online Social Media and 
Internet Investigations

Presented by
Charles Cohen, Vice 

President at NW3C, the 
National White Collar 

Crime Center, Professor in 
Practice Criminal Justice, 

Indiana University and 
Retired Captain, Indiana 

State Police

Practitioners 
Guide to Internet 

Investigations
Presented by

Mark Bentley, UK 
Police

(LEA and 
Government 

Attendees Only)

(LEA AND GOVERNMENT ATTENDEES ONLY)

ESG and Munich 
Innovation Labs 

presents a Crowd-
sourced Information 

Platform (CIP)
ESG

Track 6:
Mobile Signal 

Intercept Product 
Training and 

Presentations

(LEA and 
Government 

Attendees Only)

ALL ATTENDEES ALLOWED

Supercharged IPDR 
extraction and 

analysis - Encrypted 
IP Applications and 
Advanced Internet 
Activity Analytics

Trovicor 
Intelligence

WIFI, geolocation, 
and Mobile Data 

traces and tracking

Recognizing 
Traffic Data and 

digital profiling via 
social networks 
and devices - 

digital shadows

Emerging Satellite 
Communication 
Trends and the 
Implications for 

Intelligence Gathering
VASTech

Automation meets 
Intelligence
Innosystec
QUADRANT

Enhancing Situational 
Awareness in Control 

Rooms
Intersec

Octostar: introducing 
the modern, APP-
based Operating 

System for all-int, all-
data Investigations

Octostar

Detecting, 
Locating and 

Intercepting GSO 
& NGSO 

transmitters
Kratos

From Data Deluge to 
Discovery: Leveraging 

AI to Accelerate 
Investigations 

JSI

WhatsApp, 
Telegram, 

Facebook…how IPS 
helps you to locate 

most wanted targets 
with LI

IPS

trovicor’s Latest 
interception 

Innovations – Speech 
Analysis, Encrypted IP 
applications and hyper 

efficient Big Data 
Analytics.

Trovicor Intelligence
QUADRANT

Reinventing DPI 
through ML: deanon 

VPN, Crypto-
transactions, etc.

7Generation

Track 5:
Investigating 

DarkWeb, 
Bitcoin, Altcoin 
and Blockchain 

Transactions

(LEA and 
Government 

Attendees Only)

Track 3
Social Network Monitoring, Artificial 
Intelligence and Analytics Product 

Training

(LEA and Government Attendees 
Only)

Track 4:
Threat 

Intelligence 
Gathering and 
Cyber Security 

Product Training

(LEA and 
Government 

Attendees Only)

How to track 
identity of the 

threat actors active 
on Hidden 

channels: Powered 
by S2W 

investigation 
Platform

S2W

Exploiting the power 
of AI to reduce 

investigation time 
from months to 

minutes
Voyager Labs
LOUNGE #16

(Level 4)

Decoding Cyber 
Warfare with Dark 
Web Intelligence: 

Predicting Threats, 
Protecting Nations 
(Israel-Hamas: A 

Case Study)
Webz.io

11:25-11:30 Break

Cellular Handset 
Geolocation: 
Investigative 

Opportunities and 
Personal Security 

Risks

Generative AI 
(e.g., ChatGPT): 
Hype vs. Reality 

and Law 
Enforcement 
Friend or Foe

TeleStrategies

Tor, onion routers, 
Deepnet, and 

Darknet: A Deep 
Dive for Criminal 

Investigators

Discover the cutting-
edge, all-phone 

compatible, cost-
effective and 

successful agent.
Movia

Awareness of 
Emerging 

Technologies, 
Masking Tech and 
Tools, TOR and 

proxies

Evolutions and 
revolutions in 

satellite 
interception 
technology

Rohde&Schwarz

Evolving OSINT: 
Challenges and 
Opportunities

Strategic OSINT

Deriving Insights 
Through OTT-

Encrypted Traffic
Intersec

Leveraging 
BORDERINT to 
Safeguard Your 
National Borders
Rayzone Group



Session A Session B Session A Session B Session C Session D Session A Session B Session C Session A Session B Session A Session B

Badge:
Room:

AQUARIUS VIRGO TAURUS ZODIAC STELLA QUADRANT LOUNGE #16
(Level 4) STELLA LOUNGE #18

(Level 4) LEO LEO TAURUS VIRGO AQUARIUS VEDUTA LOUNGE ROOM
(Level 2)

15:25-
16:05

16:10-
17:00

Track 6:
Mobile Signal Intercept Product 

Training and Presentations

(LEA and Government Attendees 
Only)

Track 1:
Lawful Interception and 

Criminal Investigation Training

Online Social 
Media and 

Internet 
Investigations
Presented by

Charles Cohen, 
Vice President 

at NW3C Retired 
Captain, Indiana 

State Police

Track 3:
Social Network Monitoring, Artificial 

Intelligence and Analytics Product Training

(LEA and Government Attendees Only)

12:20-13:20 Lunch Break

Practitioners 
Guide to 
Internet 

Investigations
Presented by

Mark Bentley, 
UK Police

(LEA and Govt 
Attendees Only)

Track 8:
5G Lawful 

Interception 
Product 
Training

(LEA and 
Government 

Attendees Only)

(LEA AND GOVERNMENT ATTENDES ONLY)

Track 2:
LEA, Defense and Intelligence Analyst Product Presentations

(LEA and Government Attendees Only)

Track 5:
Investigating DarkWeb, Bitcoin, 

Altcoin and Blockchain 
Transactions

(LEA and Government Attendees 
Only)

ALL ATTENDEES ALLOWED

Mitigating 
Current Mobile 
Device Security

Threats
Bittium

AI Video 
Analysis / all 
video types / 
Object, Face 
and Number 

plate 
recognition, 

detection and 
tracking

HTSC Germany

Advanced 
Techniques in 

Tracing 
Suspects, and 
lateral problem 

solving

Challenges of 
Building the 

Broad 
Intelligence 

Picture
Cognyte

Enhancing Law 
Enforcement and 

Intelligence 
operational 

efficiency with 
SPECTRA – the 
new MULTI-INT 

investigative 
system.

OPPSCIENCE

Navigating the 
Blockchain: 
Investigating 
Suspicious 

Crypto 
Transactions 
and Unveiling 
the Identities 
Behind Them

Rayzone Group

Keep using your 
IMSI Catchers 
and Direction 

Finders in the 5G 
SA Era

Group 2000

Gaining 
knowledge from 

mass data
 Innosystec

15:05-15:25 Coffee Break 

14:10-14:15 Break

Maritime Threats 
Prediction, 

Detection and 
Monitoring with 
Revolutionary 

Fusion Intelligence 
Platform. A real 

use-case.
IPS

Online 
Disinformation 
in the Biggest 

Election Year in 
History: OSINT 
Challenges and 
Opportunities

Fivecast

Unleashing the 
potential of Data-

Centric A.I.: 
Revolutionize 

Network 
Security with 

Enhanced 
Traffic 

Classification 
and Malware 

Detection
Quant Azimuth

TAURUS

Investigating 
Serial Crimes 

with High 
Accuracy 
Location
Polaris 

Wireless

Collecting 
Evidence from 
Online Social 

Media: Building 
a Cyber-OSINT 

Toolbox

Live 
Demonstration 

of DarkOwl 
Vision: Darknet 

Intelligence 
Discovery and 

Collection
DarkOWL FZE

AI Counter-
Terrorism 

Platform for 
Effective Law 
Enforcement

Vehere

AI-enabled 
Government 

Intelligence for 
multilingual 

content using 
Language 
Weaver 
Machine 

Translation
RWS

Modernizing 
Digital 

Investigations: 
Automation and 
Data Enrichment 
for Efficient and 
Effective Case 

Resolution
Cellebrite

Introducing 
CoAnalyst 
Platform: 

Revolutionizing 
Digital 

Intelligence with 
Generative AI

PenLink 
Cobwebs
ZODIAC
(Level 2)

Automate 
Knowledge 

Graph Creation 
With Large 
Language 

Models 
GraphAware

Similar 
Trajectories & 

Hidden 
Connections 

Through Telecom 
Metadata
Intersec

Enhancing 
Crisis Response 

through Data 
Fusion: Insights 

for State 
Agencies

Social Links

Accelerating 
investigation 

workflows with 
specifically 

designed IT-
forensic 

laboratories
mh-service 

GmbH

Illuminating the 
Shadows: 

Harnessing 
OSINT in the 
Age of Live 

Streaming and 
Unconventional 

Platforms
Cognyte
ZODIAC
(Level 2)

Tuesday 4 June, 2024 - Afternoon Training Seminars (PM)

Securing 
International 
Borders with 

Advanced Lawful 
and Location 
Intelligence

SS8 Networks

Track 4:
Threat 

Intelligence 
Gathering and 
Cyber Security 

Product 
Training

(LEA and 
Government 

Attendees Only)

Performing 
successful 

missions on 5G 
SA with or 

without network 
operator 

assistance
Octasic

Give a hand to 
your 

Investigator: A 
Synthetic 
Analyst

RCS

Automatic 
Exploitation of 

Social Network, 
Deep and Dark 

Web to 
complement 

traditional Lawful 
Interception 

IPS

Open Source 
Tools, PART 1.  

Resources, 
tradecraft and 
techniques - 

highlighting the 
best free tools 
and resources.

13:20-
14:10

Ultra-Wideband 
Geolocation and 

Cyber OSINT

A
FT

ER
N

O
O

N
 

SE
SS

IO
N

S:

14:15-
15:05

Simplifying 
lawful requests: 
how CSPs can 

automate, 
secure and 
speed their 

responses to 
criminal 

investigations
Subtonomy

The Future of 
Digital Forensics 

with FTK 8!
Exterro

Deep dive into 
STARINT – 

where millions 
of cameras are 

using p2p to 
communicate.

Interionet

The Mobile 
Fortress: 
Building a 

Comprehensive 
Secure Phone 

Strategy to 
Protect Your 
Environment 

Against 
Spyware and 
Cyber Threats

Feedback 
Innovation

Power of 
Location 

Data: 
Establish 
suspects’ 

whereabouts, 
track 

movements, 
and uncover 

evidence 
Xolaris

Remove 
unwanted data 

(e.g. video, 
encrypted 

traffic, etc.) at n 
x 100 Gbps 

using an ultra-
compact server

Napatech

AI empowered 
speech 

technologies: 
making your 

audio 
searchable
Vocapia 

Research

ETSI/3GPP 
LI/LD Standards 

Update
Telefónica 
Germany

ETSI

16:05-16:10 Break
From Electronic 
Surveillance to 

Encrypted 
Communication 

analysis 
challenges, 
solved with 

integrated Cyber 
Intelligence 
solutions
AREA

On the way to 
Online Catching 

on 5G SA
Rohde Schwarz

Securing Your 
Mobile World 

from Surveillance 
Threats. A deep 

dive into 
unmasking and 
countering IMSI 
Catchers with 
Cutting-Edge 

solutions
NeoSoft

AI-powered 
Metadata 
Analysis: 

Unearthing the 
Secrets Hidden 

in Digital 
Footprints
PertSol

Deanonymising 
a Ransomware 

Threat Actor 
with 

ShadowDragon
Shadow 
Dragon

CDRs of 
WhatsApp, 

Signal, 
Telegram, and 
other encrypted 
VoIP messaging 

applications
ClearTrail



KEYNOTE / TRACK 1 TRACK 6 TRACK 7

Mobile Signal Intercept 
Product Training and 

Presentations

(LEA and Government 
Attendees Only)       

Session A Session B Session C Session D Session A Session B Session A Session B Session A Session A Session B
Badge: ALL ATTENDEES

Room: AQUARIUS LOUNGE ROOM
(Level 2) TAURUS LOUNGE #16

(Level 4) LEO ZODIAC
(Level 2) VIRGO LOUNGE ROOM

(Level 2) STELLA QUADRANT VEDUTA
(Level 2) STELLA LOUNGE #18

(Level 4)
8:15-
8:30 Welcoming Remarks

TeleStrategies

8:30-
9:00

9:10-
10:00

One Compact System, 
Unlimited Capabilities: 

From Undercover 
Operations to Search & 

Rescue Missions
Cognyte

Navigating the Evolving 
Challenges of 5G 

Networks
Cognyte

13:40-13:45 Break

10:00  EXHIBITS OPEN Level 2 and 3
10:00-12:00  Refreshments served Level 2 and 3 
12:00-13:00  Lunch Served: Level 3         Lunch Sponsored by: 

(LEA AND GOVERNMENT ATTENDEES ONLY)

Survival of IMSI-catchers 
in 5G Networks

Utimaco

Survival of IMSI-catchers 
in 5G Networks

Utimaco

13:00-
13:40

Top Ten Internet 
Challenges Facing Law 
Enforcement and the 

Intelligence Community 
and Who at ISS World 
Europe has Solutions

TeleStrategies

Multi-dimensional Network 
Cyber Security – where AI 

meets the relevant data 
for Network Visibility, 

Protection, Prevention and 
Control

Quant Azimuth

5G LI Technical 
Compliance Challenges 
from a Mobile Operator 

Industry Perspective
Technical Security 

Director GSMA 
3GPP SA3-LI/ETSI TC 

Cyber

Digital Intelligence 
Supercharged: OSINT and 

Digital Forensics 
Investigations with 

CoAnalyst Generative AI 
platform

PenLink Cobwebs

Transformational Power of 
Graph Data for Law 

Enforcement Agencies: A 
Case Study

GraphAware

Special IT-forensic 
workflow including tactical 
and covert rapid on-scene 

triage and acquisition
mh-service GmbH 

Detego Global

Forensic content derived 
metadata with powerful 

Data Fusion and Analysis 
unleashes the intelligence 
hidden in the encrypted 

communications
AREA

Drones and UAVs 
Redefining Tactical 

Intelligence.  
Ateros

Revolutionize OSINT with 
ChatGPT and LLMs: a 

Practical Guide
S2T

Graphs in Criminal 
Intelligence

GraphAware

POLIIICE 5G standalone 
end to end LI live demo
BAE Systems Digital 

Intelligence

Strategic Satellite 
Monitoring

Secure Information 
Management GmbH

Emerging Satellite 
Communication Trends 
and the Implications for 
Intelligence Gathering

VASTech

Empowering Tomorrow's 
Security Today: Building 
Resilient Computers to 

Safeguard Your 
Organization Against Next-
Generation Cyber Risks
Feedback Innovation

Data Awareness - 
powered by Web-IQ

Web-IQ

Harnessing AI in Police 
Investigations: A Focus on 

Audio, Video, and GPS
SIO

Location & Open Source 
Intelligence: Real Life 
Case Studies & Live 

Demonstration
PenLink Cobwebs

Mastering the Digital 
Landscape: A Deep Dive 
into OSINT and Fusion 

Technology
RAKIA Group

M
O
R
N
IN
G

SE
SS
IO
N
S:

Threat Intelligence Gathering and Cyber 
Security Product Training

(LEA and Government Attendees Only)  

TRACK 3 TRACK 4

Social Network Monitoring, Artificial 
Intelligence and Analytics Product Training

(LEA and Government Attendees Only)  
Lawful Interception and 
Criminal Investigations

Wednesday 5 June 2024   -   AM
TRACK 2  

5G Lawful Intercept, Tracking and Forensics 
Product Training

(LEA and Government Attendees Only) 

TRACK 8

LEA, Defense and Intelligence Analyst Product Presentations

(LEA and Government Attendees Only)       

Electronic Surveillance 
Training and Product 

Presentations

(LEA and Government 
Attendees Only) 



TRACK 4 TRACK 8

Session A Session B Session D Session A Session B Session C Session D Session E Session A Session B Session A Session B Session A Session B Session C
Badge:
Room:

AQUARIUS TAURUS LOUNGE #18
(Level 4) QUADRANT VIRGO ZODIAC

(Level 2) STELLA LEO
LOUNGE 

ROOM
(Level 2)

LOUNGE 
ROOM

(Level 2)
LOUNGE #16

(Level 4)
LOUNGE #18

(Level 4) VEDUTA LOUNGE #16
(Level 4) TAURUS

13:45 - 
14:30

15:00 - 
15:40

15:45 - 
16:25

16:30 - 
17:15

Leveraging 
OSINT 0-days 
to investigate 
a person of 

interest
Epieos

Stealth 
Interception: 

One Solution for 
Any Device
MOLLITIAM 

CYBER-
INTELLIGENCE

Fast covert 
surveillance 

deployment & 
voice analysis

Gedion

Unraveling 
JA3 and 

JA4+: Global 
Botnet 

Detection via 
Encrypted 

Traffic 
Fingerprinting

NetQuest

From data 
hell to 

knowledge 
well: turning 
raw internet 

traffic to 
investigative 
intelligence.

RCS
AQUARIUS

Enhancing Law 
Enforcement 

and Intelligence 
operational 

efficiency with 
SPECTRA – the 
new MULTI-INT 

investigative 
system.

OPPSCIENCE

Effective photo 
and video 

investigations: 
from CCTV 

enhancement 
and analysis to 

deepfake 
detection in 

OSINT media
Amped 

Software

How Lawful 
Interception 
benefits from 

Traffic 
Filtering

Group 2000

Effortlessly 
Detecting 

Persons and 
Topics of 
Interest in 

Audio
Phonexia

From Data to 
Action: How 

Technology is 
Revolutionizin

g Law 
Enforcement

Cognyte

New 
Microphone 

Array
Squarehead 
Technology

Social Network Monitoring, 
Artificial Intelligence and 

Analytics Product Training
(LEA and Government Attendees 

Only)       

TRACK 3
Threat 

Intelligence 
Gathering and 
Cyber Security 

Product Training
(LEA and 

Government 
Attendees Only)  

Secure and 
Anonymous 

OSINT 
Investigations 
at the Touch 
of a Button
slinf AG

TRACK 1

Electronic Surveillance Training and Product 
Presentations

(LEA and Government Attendees Only)         

TRACK 7TRACK 2 

Exploiting the 
power of AI to 

reduce 
investigation 

time from 
months to 
minutes
Voyager 

Labs
LOUNGE #16

(Level 4)

Spyder Space: 
Revolutionize 

Your 
Investigative 

Processes with 
our cutting-

edge solution! 
Harnessing 
Data from 

Mobile 
Sources
Movia

Lawful Interception and Criminal Investigation 
Training

ALL ATTENDEES ALLOWED

ISS World Europe 2019 Agenda At A GlanceWednesday 5 June 2024 - PM

A
FT

ER
N

O
O

N
SE

SS
IO

N
S:

LEA, Defense and Intelligence Analyst Product Presentations
(LEA and Government Attendees Only)       

Investigating DarkWeb, Bitcoin, 
Altcoin and Blockchain 

Transaction
(LEA and Government Attendees 

Only)       

TRACK 5

Analyzing Social 
Networks
MKCVI

OSINT and 
Forensic Data 
Consolidation 
For Modern 

Investigations
Siren

What will be 
the future of 

OSINT?
Predicta Lab
LOUNGE #16

(Level 4)

Accelerate 
Forensic 

Voice 
Analysis with 

Advanced 
Speaker 

Recognition 
Solution

Phonexia

LightSabre: 
Ultra-Portable 
Fibre Optics 

Links 
Interception 

and 
Monitoring 

System
ClearTrail

Investigate, 
prevent and 

mitigate risks of 
riots, terrorism, 

and crimes 
through a 

country-wide 
geo-analytical 

AI
7Generation

Updating 
Border 

Security 
Through 

Comprehensi
ve Wireless 
Spectrum 

Operations
Packet 

Forensics

Dark what?! 
Telegram is 
now the hub 
for hackers, 
fraudsters 
and other 
criminals

S2T 
Unlocking 

Cyberspace

Combine DPI-
based Traffic 
Visibility with 

Threat 
Detection 

Capabilities to 
Raise the 

Performance of 
Government 

Security 
Operations 

Enea

5G Lawful 
Intercept, 

Tracking and 
Digital Forensics 
Product Training

(LEA and 
Government 

Attendees Only) 

How to 
Investigate 

Crypto Crime
Breadcrumbs

How to ensure 
the security of 

mobile 
communication

? Use radio 
forensics to 
monitor and 

secure mobile 
networks in 5G 
SA technology

Vespereye

Mastering 
Data 

Empowering 
Intelligence

Elbit

Leveraging 
Dark Web 

and Telegram 
intelligence 
for Criminal 

Investigations
StealthMole

Traffic 
Summarization 

for LI: 
Correlating 

Carrier-Grade 
NAT (CGNAT) 
at Carrier Scale 

and Speed
Packet 

Forensics

Intelligence-
led Policing in 

the 
21st Century

SS8 
Networks

Breaking Data 
Silos. Taking 

action. 
Innosystec
TAURUS

A new era of 
Social Media 
Investigations 
with Maltego 

Evidence
Maltego

Smartwatches
: Exploring 
Forensic 

Possibilities 
and 

Limitations of 
the most 
Popular 

Wearables
Compelson

AI powered 
monitoring 

centre of the 
future
BAE 

Systems 
Digital 

Intelligence

Heterogeneou
s AI-powered 
data platform 
for advanced 
CTI analysis 

CHAPVISION

17:15-18:15 Cocktail Reception in the Exhibit Hall

16:25-16:30 Break

15:40-15:45 Refreshment Break in Exhibit Area Level 2 and 3.

14:30 - 15:00 Break

(LEA AND GOVERNMENT ATTENDEES ONLY)

How to Detect 
Fake News

Cyabra

Interception 
Challenges on 

VoLTE Network 
for LEA's

InterProbe

Every piece of 
data tells a 

story – 
combine and 
analyze data 

from any 
source in your 

digital 
investigation

XCI A/S

QuipoEVO: 
new features 
and new use 

case for 
Cy4Gate 
Decision 

Intelligence 
Platform

CY4GATE 
S.p.A.

From proven 
GPS tracking 

system to 
integrated 

Mobile 
mission 
control

ProximaIT

Electronic 
Surveillance 
solutions to 

investigate in 
the field and 

operate form a 
unified, AI 
enabled, 

centralized 
Cyber 

Intelligence 
platform
AREA

Evolving 
Capabilities – 
Training and 
Equipping 

Special 
Forces

Providence

Performing 
successful 

missions on 
5G SA with or 

without 
network 
operator 

assistance
Octasic

5G ID 
Resolution

EXFO



TRACK 4 TRACK 7 TRACK 8

Session A Session B Session A Session B Session C Session A Session B Session C

Badge:

Room: TAURUS AQUARIUS VIRGO LOUNGE ROOM
(Level 2) LEO ZODIAC

(Level 2) STELLA QUADRANT QUADRANT QUADRANT TAURUS

8:30 - 
9:10

9:15 - 
10:00

5G Lawful 
Intercept, Tracking 

and Forensics 
Product Training

(LEA and 
Government 

Attendees Only)   

Lawful Interception of 
IMS/VoLTE Roaming 

(S8HR)
Utimaco

(LEA AND GOVERNMENT ATTENDEES ONLY)

Generative AI-Led 
Federal Case Study: 

Intelligent Fusion
ClearTrail

Data to Decision: 
Transforming Criminal 
Investigations with AI-

powered Predictive 
Analytics
PertSol

Threat Intelligence 
Gathering and 
Cyber Security 

Product Training
(LEA and 

Government 
Attendees Only)                                                                                                  

Top 5 AI Trends 
Redefining Law 

Enforcement 
Investigations

Cognyte

LEA, Defense and Intelligence Analyst Training and Product 
Presentations

(LEA and Government Attendees Only)                           

Monitoring Right-Wing 
Extremism Online in 
the UK and Europe

Fivecast

Centralized 5G ready 
Cyber-intelligence AI 
enabled Monitoring 

Centre to support the 
challenges of Lawful 

Interception and 
Electronic Surveillance

AREA

Beyond Borders: 
Mastering Passenger 

Screening with Big 
Data Fusion

RAKIA Group

Investigate, prevent 
and mitigate, risks of 
riots, terrorism, and 

crimes through a 
country-wide geo-

analytics AI.
Butterfly Effect

Using situational 
awareness and C2 

tools to achieve faster 
decisions and actions 

during operations
Drakontas LLC

12:30-13:00 Lunch in Exhibit Hall

Break

10:00-11:00  Refreshment Break in Exhibit Area Level 2 and 3 

Face recognition in 
mass terror events

Corsight

Cost effective 
network monitoring 

systems
Huber+Suhner

11:45-
12:30

Open Source Tools, 
PART 2. Top 20 FREE 

Open Source Tools 
(OSINT) Used in 

Cybercrime 
Investigations
Mark Bentley

UK Police

Deep Network Visibility 
at International Scale Via 

Enriched Traffic 
Metadata: IPFIX for 
OTU4, STM64 and 
100GbE Networks

NetQuest

Trending Topics in 
Cryptocurrency 

Forensics
Brno University of 

Technology

Emerging Satellite 
Communication Trends 
and the Implications for 
Intelligence Gathering

VASTech

Automate and 
collaborate with FTK 

Connect and FTK Lab
Exterro

Harnessing 
Generative AI to 
Power the Next 

Generation of Digital 
Intelligence 

JSI

Thou shalt wirelessly 
intercept your 

neighbor: 
Leveraging WiFi and 

Bluetooth in 
operative

Brno University of 
Technology

Our Cross Domain 
Solutions and what we 

do for Classified C2 
and GOVERNMENT 

Networks
Arbit

The Truth Behind AI: 
How to Tame GenAI 

for Accurate and 
Efficient Investigation?

Cogniware

Deanonymizing 
Darknet Forums with 

OSINT Tools
Social Links

Thursday 6 June 2024 - AM

The Battle of 
Antagonistic 

Narratives: the role 
of AI in OSINT, 
StratCom and 

Narrative 
Intelligence for 

National Security.
Future Space
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S: Lawful Interception and Criminal 
Investigation Training

Real-time monitoring 
for Public Order and 
Public Safety with 
Maltego Monitor

Maltego

TRACK 3TRACK 1

Understanding the 
Implications of 

Online Social Media 
and OSINT During 
Critical Incidents
Chuck Cohen

NW3C

A Single Platform to 
Manage All Requests 

from Law Enforcement 
Agencies (LEAs)

Microtel Innovation

TRACK 2 
Electronic 

Surveillance 
Training and 

Product 
Presentations

(LEA and 
Government 

Attendees Only)                                                                                                  

Interception and 
direction finding of 60 
simultaneous audio 

traffic channels with a 
mobile EW/SIGINT 

system
Novator Solutions 

AB

Social Network Monitoring, Artificial Intelligence and 
Analytics Product Training

(LEA and Government Attendees Only)                           

The Evolution of Mass 
Media for Data Fusion: 

Will AI wield the 
controls for OSINT 

data curation
DataScouting

Break

11:00-
11:40

Prison Crime 
Investigation: Real-world 

Insights from 
Implementing an AI-
Powered Analytical 

System in a European 
Correctional Facility

Cogniware

From Academia to 
Industry: Dealing 

with Cryptography in 
Real Life

InterProbe

Intercepting the 
future: Critical use 
cases for security 

agencies
Matison

ALL ATTENDEES ALLOWED
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Session A Session B Session A Session B Session A Session B
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Room: TAURUS LEO AQUARIUS VIRGO QUADRANT STELLA LOUNGE ROOM

(Level 2)
ZODIAC
(Level 2)

13:00 -
13:40

13:40 Exhibits Close - BEER and WINE for Exhibit Staff and Attendees

From Dark Web 
Information to 

Nicknames, Phone 
Numbers and Emails 

to Real People
Tovek

SmartHome and 
Mobile Devices: 

Techniques for WIFI, 
BT, cellular and law 

enforcement use 
cases 

S.E.A. Datentechnik 
GmbH

(LEA AND GOVERNMENT ATTENDEES ONLY)

AI with Super-
human (?) 

Capabilities - 3 case 
studies

Czech Technical 
University

Experience the Future 
of Raw IP data 

Analysis for Actionable 
Intelligence
ClearTrail

VIDEO ANALYST - 
NEO INSIGHT - NEO 

COLLECT
HTSC-Germany

12:30 - 13:00 Lunch in Exhibit Hall

Information Protection 
- Prevention Methods 

Against Illegal 
Recordings

EO Security

Collaborative Cyber 
Intelligence Sharing 

for Enterprise, 
Government, and 
Military Entities

Quantum Security 
Systems

Enhancing 
Surveillance 

Capabilities: The Role 
of AI, Bluetooth, WiFi, 

and 5G in Tracking 
Targets

Combain
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TRACK 2 

LEA, Defense and Intelligence Analyst 
Training and Product Presentations

(LEA and Government Attendees Only)                           

Thursday 6 June 2024 - PM
TRACK 4

Threat Intelligence Gathering and 
Cyber Security Product Training

(LEA and Government Attendees Only)                                                                                                  Lawful Interception 
and Criminal 
Investigation 

Training

Investigating 
DarkWeb, Bitcoin, 

Altcoin and 
Blockchain 
Transaction

(LEA and 
Government 

Attendees Only)   

TRACK 6

Mobile Signal Intercept Training and 
Product Presentations

(LEA and Government Attendees Only)   
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